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Oapusi, MPOBEACHBI IKCIIEPUMEHTAILHBIC UCCIICIOBAHUS PE3YIbTAThl, KOTOPHIX MPUBE-
JICHBI B JaHHOU paboTe.

HccnenoBanusi MpOBOMAMIIUCH HA OMBITHOM YCTAaHOBKE, OCHAIIEHHOHN TIJICHOYHBIM
BBITIAPHBIM aIIapaTOM C HUCXOSIIAM ITOTOKOM TIPH CJICTYIOIINX TEXHOJIOTHYECKUX
peXrMax: Ha BOIHBIX PACTBOPAX a30THOW KUCIIOTHI M pAaCTBOpE-UMHUTATOPE padruHaTa,
npu aTMOC(EpPHOM JaBICHUU M Pa3psLDKEHUM, B MHTEpBAJIe TEMIIEpaTyp TPEIOIEro
napa ot 116°C no 135°C, nomaya pactBopa BapbupoBaiack ot 40 qo 70 /4.

YcTaHOBIIEHO, UTO MPU KOHLEHTPUPOBAHHUM MO/ aTMOC(HEPHOM JaBJICHUEM CTe-
NeHb ynapuBaHus Obuta nocturnyta 6-tu. [lpu paspexxenun 5 klla crenens ynapusa-
Hus focturana 12-tu. OnTumanbHas KOHIIEHTPAIKs a30THOW KUCIOThI, TPU KOTOPHIX
HE MPOMUCXOJUT OCAXKJECHUE HUTpara Oapus, HAXOAUTCSA B JIuarna3oHe ot 5,6 mo 6,9
Moub/11. Koaddurment termonepenaun Haxomwics B mpenenax ot 2000 mo 2200
B1/(M**K) npy MHTEHCMBHOCTH OPOIIEHHS TEIIOOOMEHHOM Tpybsl or 700 mo 750
Kr/(M*u).

WccnenoBannst moka3any MEPCIEKTUBHOCTh UCIIOIB30BAHMS TUICHOYHOTO BEITIAp-
HOTO arapara ¢ HUCXOSIIIM ITOTOKOM JIJIs1 KOHIIEHTPUPOBaHUs paduHaTa OT Imepepa-
6otku OAT c nmpenoTBpailieHreM o0pa3oBaHus OcajiKa HUTpara O0apus.
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The Probabilistic Risk Assessment (PSA) method, popular in nuclear industry, does not
provide valid risk estimates in cases of rare events, when there’s lack of information and
uncertainty. The focus of this work is applying Fuzzy Logic approach for safety analysis of
Nuclear Power Plants.

The main safety assessment method for complex systems in the classical theory of
reliability is Probabilistic Safety Assessment (PSA). This is a comprehensive, struc-
tured approach in the form of a conceptual and mathematical tool for defining failure
scenarios and obtaining numerical risk assessments.

However, the high reliability of technical systems, evaluated on the basis of the
PSA, does not imply the actual security of those systems, since even highly reliable
systems have some latent residual risk; that is, there is a possibility of a “rare event”
with very significant damage. The residual risk comes from design decisions and tech-
nologies' specifics and implies a potential for a catastrophe. In the framework of “rare
events” problem, the probabilistic approaches tend to be ineffective.

As an alternative to the traditional classical method of Reliability theory, which is
widely used within the PSA and leads to deadlock schemes when trying to estimate
risks of rare events, lies the need to create security evaluation and management systems
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based on determining the level of security by comparing the estimated risks with ac-
ceptable levels, which, unlike PSA, would be applicable for rare events problems.

A measure of the security level of a system is evaluated via a set of “Risk Catego-
ries”. In cases where the probability of a risk event is almost zero or unknown, unreli-
able or cannot be calculated on the basis of statistics or system properties, a measure
of risk as a degree of danger of a state or process, will objectively mean the real meas-
urable danger. In these cases, for calculating risks of events occurring with probability
of almost zero, become relevant, as an alternative to PSA, the methods of Fuzzy Sets
and Fuzzy Logic theory.

Unlike standard logic with two binary states (1/0, Yes / No, True / False), Fuzzy
Logic allows you to define intermediate values between standard estimates. In the the-
ory of fuzzy sets, fuzzy numbers are introduced as fuzzy subsets of a specialized form
corresponding to statements like “the value of a variable is approximately equal to A”.
With the introduction of fuzzy numbers, it turned out to be possible to predict future
parameter values that vary in the established calculation range. A set of operations on
fuzzy numbers is introduced, which reduces to algebraic operations with ordinary num-
bers when specifying a certain confidence interval (level of belonging). The use of
fuzzy numbers allows to set the estimated corridor of the values of the predicted pa-
rameters in the absence of data. As an example, in our work we consider the Mamdani
algorithm for risk assessment of release of radioactivity outside the territory of nuclear
power plants with a VVER type reactors.
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